# Scope:

# 

# Avoid:

# 

# Hosts:

## **<IP> (Windows or Linux)**

### 

### Vulns:

## 

## 

## **<IP> (Windows or Linux)**

### 

### Vulns:

# CVSS:

File upload bypass (Critical - 9.4):

* AV:N/AC:L/PR:N/UI:N/S:U/C:H/I:L/A:H
* 10.55.1.22 on web

# Timeline:

| **Action** | **Time** |
| --- | --- |
| Assessment Start |  |
|  |  |

# Users:

| **User** | **Password (cracked or uncracked)** | **System(s)** | **Service (what it works on)** | **Discovery/Origin** | **Other (emails, birthday)** |
| --- | --- | --- | --- | --- | --- |
| user | password123 | 10.55.3.72 | Window |  | user@cptc.com |
| admin | password | 10.55.2.20 | Windows smb |  | Birthday: 10/11/93 |

# Company:

* Name

# Positives: